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Vision: EU Leadership + Competitiveness + Growth

Technological, Business, Societal and Policy Innovation
Agile, Integrative & Inclusive Community Building
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CONCORDIA Is Growing
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 O1: Position the CONCORDIA ecosystem, a Cybersecurity Competence
Network with leading research, technology, industrial and public
competences to build the European Secure, Resilient and Trusted
Ecosystem, with the CODE research center as coordinator and hub, and
ENISA as secretary.

 02: Using an open, agile and adaptive governance model and
processes

* 03: Devise a cybersecurity roadmap to identify powerful research
paradigms, to do hands-on experimental validation, prototype and
solution development in an agile way to quickly identify successful but
also unsuccessful potential product development

* 0O4: Develop next-generation cybersecurity solutions by taking a holistic
end-to-end data-driven approach

e (O5: Scale up existing research and innovation with CONCORDIA’s
virtual lab and services
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* 06: Identify marketable solutions and grow pioneering
techniques towards fully developing their transformative potential

 O7: Develop sector-specific (vertical) and cross-sector (horizontal)
industrial pilots with building incubators

* 08: Launch Open Calls to allow entrepreneurs and individuals to
stress their solutions with the development

* 09: Set up an Advisory Board

* 010: Mediate between multiple communities

 O11: Establish an European Education Ecosystem for Cybersecurity
 012: Provide expertise to European policy makers and industry
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Strengthening the competitiveness and growth
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What CONCORDIA stands for?

Developing Competences, Tech Transfer, Tools,
Solutions, Services, Repositories, Education,

Policies

W) Community Building and Roadmap
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Research — Holistic Data-Centric Approach

User-centric Security
Application/Data-centric Security

System/Software-centric Security

Network-centric Security

) Device-centric Security
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Women in Cyber e

WOMEN IN CYBER

A MANIFESTO FOR TODAY
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CONCORDIA's Service Catalogue

HOW TO MAKE A CONCORDIAN OUT OF YOU

nath of services to boost Cybersecurity competences)
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individual o L.
organization organization
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CONCORDIA is Boosting the Future of
Cybersecurity in the EU!

Be Part of It!

www.concordia-h2020.eu




